


Legal Disclaimer
The information provided in this guide, “Digital Dollar Deception: What 
the Fed Won’t Tell You About Digital Currency,” is for educational and 
informational purposes only. It does not constitute financial, legal, or 

investment advice. Readers are encouraged to conduct their own 
research and consult with qualified professionals before making any 

financial decisions or investments.

The views and opinions expressed in this guide are those of the 
authors and contributors and do not necessarily reflect the official 
policy or position of RedStateFinance.com or any affiliated entities. 
RedStateFinance.com does not endorse or guarantee the accuracy, 

completeness, or reliability of any information or analysis presented in 
this guide.

Readers should be aware that the financial landscape, including 
digital currencies and related technologies, is constantly evolving. 
The information provided in this guide may become outdated or 

inaccurate over time. RedStateFinance.com is not responsible for any 
errors, omissions, or inaccuracies in the guide or for any consequences 

resulting from the use of the information provided herein.

By accessing and using this guide, readers acknowledge and agree 
that they do so at their own risk. RedStateFinance.com and its affiliates 
shall not be liable for any direct, indirect, incidental, consequential, or 

special damages arising out of or in any way connected with the use of 
this guide or the information contained herein.
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INTRODUCTION

Dear Fellow Americans,

Welcome to “Digital Dollar Deception: What the Fed Won’t Tell 
You About Digital Currency,” a comprehensive guide brought to 
you by RedStateFinance.com, where conservative values meet 
financial wisdom.

In a world increasingly driven by technological advances, the 
push toward a digital dollar represents not just a shift in how we 
transact but a profound threat to our freedoms and privacy. 

It’s vital that we, as guardians of American values, scrutinize the 
underlying motivations and potential repercussions of replacing 
our traditional currency with a digital currency..

This guide is crafted to illuminate the hidden agendas and 
unforeseen consequences of digital currency initiatives. Starting 
from President Biden’s executive order that set the digital dollar 
wheels in motion, to the secretive trials conducted by major 
banks, and the alarming parallels with other nations such as 
China, we aim to equip you with the knowledge to understand 
and confront this impending change.

Our commitment at RedStateFinance.com is to uphold the 
principles of freedom, privacy, and financial sovereignty. As 
we navigate through the complexities of digital currencies, we 
encourage you to engage, question, and prepare to take action 
to safeguard these principles.

Thank you for trusting us to be your guide in these turbulent 
times. Together, let’s ensure your financial future remains in your 
hands, not just as a matter of convenience, but as a fundamental 
right.

Stand firm,

The RedStateFinance Team



THE DAWN OF THE 
DIGITAL DOLLAR

What we’re about to dive into isn’t just a fleeting trend—it’s a pivotal moment in our 
nation’s financial journey. Today, we’re peeling back the curtain on something that could 
change everything we know about money, privacy, and freedom. It’s called the digital 
dollar, and trust us, it’s more than just digits and tech jargon.

Let’s set the scene. It was a brisk day in March 2021, amidst the chaos of recovery talks 
and pandemic measures, when President Biden signed a significant executive order. This 
directive wasn’t merely administrative—it signaled a bold push for the U.S. to seriously 
explore digital currencies. Picture it—a digital version of our beloved American dollar.

“Why digital currencies?” you might ask. The 
world is moving at breakneck speed, and 
some in high places believe we need to match 
pace with countries like China. But it’s crucial 
to understand that this race isn’t just about 
technology—it’s about the reins of control, 
which we’ll explore in depth.



Immediately following the executive order, major financial institutions such as Citibank, 
Bank of New York Mellon (BNY Mellon), Wells Fargo, and HSBC, started experimenting 
with digital currency through trials and pilot programs. These familiar names that we 
trust with our savings have been actively involved in figuring out how to replace our 
hard-earned cash with digital codes, stored neatly in apps or digital wallets. While it may 
sound convenient, the implications for security and privacy are vast and yet to be fully 
understood.

This isn’t a small-time experiment; it’s a major league play with significant financial 
institutions at the helm, partnering with tech giants. They claim it’s all in the name of 
making banking more accessible and straightforward for everyone. However, we must 
remain cautious, as not every innovation that shines is golden.

As this narrative on the digital dollar unfolds, it’s imperative that we stay informed 
and vigilant. Our privacy, our freedom to choose how we manage our money, and 
fundamentally, our values are at stake. The digital dollar isn’t just a new way to spend; it’s 
a new way to control, monitor, and influence Americans. 

As we delve deeper, we must question, understand, and challenge the paths laid out 
before us, ensuring they lead not just to innovation, but to the preservation of our 
freedoms.



THE VEILED AGENDA: 
UNVEILING THE DIGITAL 
DOLLAR INITIATIVE

The initiative to introduce a digital dollar in the 
United States is cloaked in both secrecy and 
public scrutiny, reflecting a significant tension 
between technological advancement and the 
preservation of privacy and freedom. A leaked 
memo from the Federal Reserve, revealed in 
2024, has shown a concerted push to expedite 
the digital dollar’s development. This urgency 
is a clear indicator of the transformative—and 
potentially intrusive—nature of this new financial.

This push is not isolated. Globally, countries are 
exploring similar digital currencies, with China’s 
digital yuan leading the way. This currency, 
fully traceable by the government, serves as a 
precedent for how digital currencies can extend 
state surveillance capabilities over financial 
transactions. The digital yuan’s integration into 
everyday transactions illustrates a future where 
financial privacy could become obsolete.

In the United States, significant testing has already occurred. The New York Innovation 
Center at the Federal Reserve Bank of New York conducted a 12-week trial involving 
major financial institutions like Citi, BNY Mellon, Wells Fargo, and HSBC. This trial utilized 
a Regulated Liability Network (RLN) to explore the feasibility of digital dollars in domestic 
and cross-border transactions. The success of these trials underscores the operational 
possibilities of such currencies but also highlights the potential for widespread changes in 
how financial transactions are conducted and monitored.



Despite the progress in trials and the apparent advantages 
of a digital dollar, such as enhanced efficiency and 24/7 
transaction capabilities, concerns remain about the implications 
for privacy and freedom. Jerome Powell, Chair of the Federal 
Reserve, has publicly stated the need for cautious deliberation, 
emphasizing that a move towards a digital dollar would 
require Congressional approval and is not imminent. Powell’s 
statements aim to temper fears by ensuring that the digital 
dollar would preserve, rather than encroach upon, individual 
privacy and freedom.

These developments signal a future where the very essence of 
money and privacy could be redefined. As we venture further 
into the discussion and development of the digital dollar, the 
balance between technological advancement and fundamental 
freedoms remains a critical concern. The conversation about 
the digital dollar is not just about its creation but about shaping 
a financial system that upholds the values of privacy and 
individual freedom amidst technological change.



A GLOBAL PERSPECTIVE
As the United States cautiously navigates the complexities of introducing a digital dollar, 
other nations are aggressively advancing their own digital currency initiatives, painting a 
diverse and intricate picture of the global financial future.

China leads the charge with its digital yuan, officially known as the e-CNY, which has 
significantly expanded in scope and use. As of 2024, the e-CNY is not only widely used 
across China but has also started to make headway in international transactions, including 
purchasing crude oil, reflecting Beijing’s ambition to internationalize its currency and 
reduce dependence on the dollar. The Chinese government has strategically used the 
digital yuan to enhance its surveillance capabilities and tighten its grip on the economic 
activities of its citizens.



In Europe, the digital euro project has entered a new phase of development. The 
European Central Bank (ECB) is meticulously preparing through practical tests and 
extensive stakeholder engagement, with a focus on providing a digital currency that 
offers offline capabilities, privacy, and instant settlements. This move is part of a broader 
effort to maintain Europe’s monetary sovereignty and adapt to the evolving digital 
landscape.

Meanwhile, the BRICS nations (Brazil, Russia, India, China, and South Africa), along with 
new members like Saudi Arabia and the UAE, are exploring cross-border wholesale 
Central Bank Digital Currencies (CBDCs). This collective effort aims to develop an 
alternative payments system that could challenge the dominance of the U.S. dollar in 
global trade.

The global landscape for digital currencies is further complicated by the varying 
approaches to privacy, consumer protection, and national security. While countries like 
Sweden and the Eastern Caribbean are testing digital currencies to increase financial 
inclusion and streamline transactions, they also face significant challenges related to 
technology adoption and regulatory frameworks.

This rapid evolution of digital currencies around the world poses new challenges and 
opportunities. Nations are leveraging these technologies to enhance their economic 
strategies, from improving domestic financial inclusivity to redefining their stance in the 
global economic order. As these digital currency systems become more entrenched, 
they will inevitably influence global financial stability, international trade, and economic 
diplomacy.

Each country’s journey into digital currencies underscores a crucial narrative: while 
the technology promises enhanced efficiency and broader financial inclusion, it also 
necessitates a careful balance between innovation and the safeguarding of personal 
freedoms and economic stability.



THREATS TO 
AMERICAN 
VALUES

The introduction of Central Bank Digital 
Currencies (CBDCs) brings about a 
seismic shift in monetary systems globally, 
accompanied by significant privacy 
concerns that could threaten personal and 
financial freedom:

 ~ Government Surveillance: CBDCs, 
unlike decentralized cryptocurrencies 
like Bitcoin, are centrally managed, 
allowing government entities to easily 
track and monitor transactions.

 ~ Personal Spending Now Public Record:  The tracking ability of CBDCs extends 
to monitoring all business dealings and financial activities, potentially leading to a 
surveillance state where personal spending becomes public record.

 ~ Copying China: Experiences from countries like China highlight how CBDCs can be 
used to centralize and control financial systems, raising privacy concerns domestically 
and internationally.

 ~ Social Scoring Risks: CBDCs could lead to social scoring based on financial behavior, 
resulting in discrimination and impacting access to essential services or employment.

 ~ Cybersecurity Vulnerabilities: The shift to a digital currency system carries 
cybersecurity risks, with digital platforms susceptible to breaches and cyber attacks 
such as phishing and malware.

Addressing the Risks:
 ~ Legal Frameworks: Robust legal frameworks must be established to 

protect privacy, taking cues from standards like the General Data Protection 
Regulation (GDPR) in the European Union.

 ~ Data Protection: Regulations should ensure responsible handling of personal 
data, with strict controls on access and the ability for users to opt out of 
data collection.

 ~ Privacy by Design: CBDCs must incorporate strong privacy protections by 
design, giving users control over their data to mitigate potential negative 
impacts on privacy.

However, it remains doubtful whether the U.S. government will enact such regulations, 
especially given that the IRS is already using AI to spy on U.S. bank accounts.



THE IRS AND BIG 
BROTHER TACTICS

In recent years, the Internal Revenue Service (IRS) has significantly advanced its 
technological capabilities, employing artificial intelligence (AI) to analyze financial 
transactions on an unprecedented scale. This move has sparked a heated debate over 
privacy and the extent of government surveillance. Reports from 2024 reveal that the 
IRS has implemented AI systems to monitor Americans’ financial activities, scanning bank 
accounts for patterns and anomalies that could indicate tax evasion or other financial 
discrepancies..

This technology, according to IRS officials, aims to enhance compliance and efficiency by 
pinpointing areas where tax evasion is likely, using sophisticated algorithms to sift through 
massive amounts of data. However, this practice has raised significant concerns regarding 
the potential for abuse and the erosion of privacy, as these systems operate often without 
the typical legal safeguards such as warrants or subpoenas..

Congressional response was swift, with inquiries launched to investigate the legality and 
ethical implications of these AI systems. Critics argue that this level of surveillance could 
lead to a dystopian scenario where government oversight becomes too intrusive, tracking 
and analyzing every financial move of its citizens.

This concern becomes even more profound when we consider the implications in the 
context of a fully implemented digital currency system. If the IRS is already employing AI 
to spy on us, one can only imagine the extent of surveillance and control that could be 
exerted with a centralized digital currency. The potential for abuse, wrongful targeting, 
and a loss of financial freedom becomes a stark reality in the face of these advancements 
in government surveillance technology.



PRECIOUS METALS 
AS A SAFEGUARD

In the face of increasing digital surveillance and the potential vulnerabilities of digital 
currencies, precious metals like gold and silver present a compelling alternative. 
Traditionally, these metals have served as reliable stores of value and hedges against 
economic instability and inflation. In today’s context, they also offer an added layer of 
financial privacy and security that digital currencies and traditional banking cannot match.

The intrinsic value of precious metals is independent of digital networks and immune to 
cyber-attacks, making them an ideal option for preserving wealth in an era of pervasive 
digital surveillance. Moreover, precious metals are not directly tied to any government 
or digital system, thus providing a non-correlating asset that can protect against both 
currency devaluation and privacy intrusions.

For those concerned about the implications of CBDCs and government tracking, investing 
in precious metals can be a strategic response. By diversifying into these tangible assets, 
individuals can safeguard their wealth from both economic fluctuations and potential 
government overreach. As digital currencies become more integrated into the global 
economy, the role of precious metals is likely to become more crucial as a counterbalance 
and protective measure.



CHARTING A 
COURSE FORWARD

Navigating the future with the rise of digital currencies 
and extensive financial surveillance requires a proactive 
and informed approach. Advocacy for stronger regulatory 
frameworks to protect privacy and ensure transparency in 
government surveillance is critical. The public needs to engage 
with policymakers, demanding laws and policies that guard 
against overreach and uphold the rights to privacy and financial 
freedom.

Educational initiatives are also vital, equipping citizens with 
the knowledge to understand the risks associated with digital 
financial tools and the benefits of alternatives like precious 
metals. Financial education should emphasize the importance 
of diversification and the strategic use of various asset classes 
to protect against potential risks associated with digital 
currencies and government surveillance.

Finally, fostering a culture of privacy and security will be 
essential as technological advancements continue to reshape 
the financial landscape. By promoting the adoption of 
privacy-enhancing technologies and supporting innovations 
that respect user freedom, society can ensure that financial 
innovations benefit all without sacrificing fundamental 
freedoms.

Together, through informed choices, vigilant advocacy, and 
a commitment to privacy and security, we can navigate the 
challenges of this new financial era while safeguarding our 
liberties and securing our financial future.



ABOUT RED 
STATE FINANCE

At RedStateFinance.com, we are dedicated to merging conservative values 
with financial wisdom. Our mission is to empower our readers with insights 
and strategies that reflect our core principles of economic freedom, personal 
responsibility, and minimal government intervention in our financial lives. 
We strive to offer informed perspectives on the financial landscape, helping 
our audience navigate through the complexities of investing, saving, and 
financial planning with a conservative approach.

Our vision is to become the leading source of conservative financial advice, 
where our readers can find reliable and actionable information that aligns 
with their values and supports their financial goals. We believe in a future 
where our financial advice helps preserve and enhance the wealth of 
individuals who cherish liberty and free-market principles.

For inquiries, suggestions, or feedback, please don’t hesitate to contact 
us. You can reach us via email at info@redstatefinance.com. We are always 
eager to hear from our readers and look forward to engaging with you to 
better understand your financial queries and provide the support you need.

Connect with us to stay updated on the latest financial trends and 
conservative strategies that can make a real difference in your financial 
journey.

Contact Information and How to Connect


